Windows

Enable Windows Hello Biometric Active Directory Logon for
Windows Server without Azure AD

Set the following items on a group policy for an OU containing the computers you want to allow, i.e.
TLD.local/Org/Workstations

Note that users MUST set up a Windows PIN before biometric methods can be used.

Computer Configuration (Enabled)
hide
Administrative Templates
hide
Policy definitions (ADMX files) retrieved from the local computer.
Network/Network Connections/Windows Frewall /Domain Profile
show
Printers
show
System/Logon
hide
Policy Setting Comment
Tum on convenience PIM sign-n Enabled
Windows Components/Biometrics
hide
Policy Setting Comment
Allow domain users to log on using biometrics  Enabled
Allow the use of biometrics Enabled
Allow users to log on using biometrics Enabled
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